**CAUSE ADVISORY**

**UPDATE: June 11, 2019**

**CUSD Exposes Employees to Financial and Identity Theft;**

**Publishes Employee Names and Social Security Information**

**\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_**

CUSD Colleagues and Stakeholders

Below, CAUSE Leadership is providing an update regarding the District's data-breach and currently dismissive response:

1.) On June 4th, prior to publishing our original ADVISORY (see below), CAUSE had previously asked Human Resource Director, Diana Zapata (*representing Superintendent Rigby*) to immediately notify CLASSIFIED Staff of the data breach **immediately**. The Union felt it was important to advise vulnerable individuals to take measures to protect their confidential data ASAP.

We still do.

2.) When, by the end of the workday on **June 4th**, the CUSD had still not taken action to advise vulnerable employees of the harm they had been exposed to, Union Leadership felt compelled to formally notify District stakeholders of the data breach.    Note: It was only after the District had failed to take action that the Union published its original ADVISORY (see below).

3.) As of today, **June 10th, 2019**, the Union has not received any written or verbal response from the District since either the **June 3rd** meeting or the **June 4th** CAUSE ADVISORY was published.

In hopes of receiving both guidance and relief for members impacted by the data breach, the Union has begun inquiring with external agencies that possess the authority to address this matter with the District directly.

In the meantime, the CAUSE Leadership team can not fathom why the District remains so silent on this topic.  The District's inaction further demonstrates the Superintendent's unwillingness to take public responsibility and accountability for actions that leave District stakeholders vulnerable and in harms way.

In Unity.

     ~ CAUSE Leadership

**\* C.A.U.S.E. - Yes We Can ! \***